
Azure Information Protection (AIP) is a cloud-based solution that enables 
organizations to discover, classify, and protect documents and emails by 
applying labels to content.

AIP is part of the Microsoft Information Protection (MIP) solution and extends 
the labeling and classification functionality provided by Microsoft 365.

Data loss prevention (DLP) is a compliance feature designed to help your 
organization prevent the unintentional or accidental exposure of sensitive 
information to unwanted parties. DLP has its roots in Exchange Server and 
Exchange Online, and is also applicable in SharePoint Online and OneDrive 
for Business.

Microsoft Cloud App Security
Microsoft Cloud App Security (MCAS) is a Cloud Access Security Broker 
(CASB) solution that gives organizations visibility into their cloud apps and 
services, provides sophisticated analytics to identify and combat cyber 
threats, and lets them control how data travels—across any cloud app.

How do users benefit from the service?
MCAS discovers and assesses Shadow IT, provides threat protection across 
first- and third-party cloud apps, and protects information across first- and 
third-party cloud apps.

Microsoft Defender ATP
Microsoft Defender ATP is an endpoint security solution that includes 
risk-based vulnerability management and assessment; attack surface 
reduction capabilities; behavioral based and cloud-powered next 
generation protection; endpoint detection and response (EDR); automatic 
investigation and remediation; and managed hunting services. 
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